
ПРОГРАМА ПРОВЕДЕННЯ ЗАХОДУ БПР 

для працівників сфери охорони здоров’я 

1. Тема заходу БПР Загальна цифрова грамотність працівників охорони 

здоров’я. 

2. Вид заходу БПР Майстер-клас 

3. Дата проведення 03-04.02.2026 

 

4. Опис структури 

заходу 
03.02.2026 

10.00. Реєстрація  

10.15 – 10.30 Вступ. Мета та цілі заходу. 

Знайомство. Оголошення регламенту роботи. 

10.30 – 11.15  

Розділ 1: Основи цифрової грамотності: базові 

навички та інструменти.  

Лекція №1: Поняття цифрової грамотності та 

цифрових компетентностей медичного працівника.  

Лекція №2 Основи роботи з комп’ютером і 

хмарними сервісами (організація файлової 

структури користувача; онлайн документи, таблиці; 

організація доступу та спільна робота з файлами). 

11.15 – 12.15  

Розділ 2: Текстове, табличне та презентаційне 

програмне забезпечення 

Лекція №1 Робота з текстовим програмним 

забезпеченням (створення медичної документації та 

інформаційних матеріалів, 

форматування, редагування та рецензування тексту, 

застосування стилів, шаблонів, списків, 

колонтитулів, вставка таблиць, зображень, схем, 

тощо). 

12.15 – 12.30 – перерва  

12.30 – 14.00 

Лекція №2: Табличні процесори та їх призначення 

(навігація та структура таблиць, формати даних, 

логічні, математичні та статистичні функції; 

створення та використання формул; опрацювання 

табличних даних, вибір типу та побудова діаграм) 

 

04.02.2026 

10.00-10.15 Привітання. Рефлексія. 

10.15-11.15 

Лекція №3 Презентаційне програмне забезпечення 

(призначення та можливості презентаційних 

програм, інтерфейс і основні інструменти, 

створення та форматування слайдів, принципи 



візуальної грамотності, структура логічно 

вибудуваної презентації, використання шаблонів і 

тем оформлення, робота з текстом, зображеннями, 

інфографікою та діаграмами, інтеграція 

мультимедійного контенту, основи дизайну 

презентацій, підготовка та демонстрація 

професійних презентацій, збереження й експорт 

матеріалів) 

11.15-12.15 

Розділ 3: Цифрова безпека, принципи побудови 

стійкої системи кіберзахисту. 

Лекція №1: Інформаційна гігієна та медіабезпека 

медичного працівника (критичне оцінювання 

достовірності джерел та контенту, цифрові 

інструменти фактчекінгу та перевірки надійності 

інформації, методи виявлення фейків, 

дезінформації та маніпуляцій, розпізнавання 

фішингу, шахрайських схем, соціальної інженерії, 

небезпечних посилань та фейкових сайтів). 

Лекція №2 Безпечне використання інтернет-

ресурсів у закладі охорони здоров’я, захист 

пристроїв і робочих акаунтів (безпечні мережі та 

підключення, захист пристроїв, складні паролі, 

менеджери паролів, двофакторна автентифікація, 

практичні рекомендації з мінімізації загроз у 

цифровому середовищі та алгоритм реагування на 

підозру кібератаки або витоку інформації; 

антивірусні та антишпигунські програми). 

12.15-12.30 – перерва 

12.30-13.45 

Розділ 4. Етика цифрового спілкування та 

відповідальне використання штучного інтелекту в 

медичній діяльності. 

Лекція №1 Спілкування в цифровому середовищі та 

мережевий етикет, забезпечення конфіденційності 

персональних даних пацієнтів (правила професійної 

цифрової комунікації , культура взаємодії, 

професійний стиль спілкування, уникнення 

конфліктів, захист персональних даних пацієнтів: 

правила зберігання, передавання, обмеження 

доступу, роль кіберігієни при роботі з чутливою 

інформацією; користування електронною поштою 

та месенджерами, етичні норми поведінки в 

онлайн-середовищі, онлайн-платформи, відео 

конференції, робота з медичними платформами та 

відеозв’язком.) 



Лекція №2 Штучний інтелект у сучасній медичній 

практиці: функції та перспективи (етичні та правові 

аспекти використання ШІ, функції, інструменти, 

переваги та перспективи застосування ШІ) 

13.45-14.00 Підведення підсумків. Зворотній зв'язок 

від учасників. 

14.00 – 23.59 Тестування підсумкове (оцінювання 

набутих знань) 

23.59 завершення заходу. 

5. Форма 

підсумкового 

контролю   

Тестування (20 тестових та ситуаційних завдань). 

Для успішного проходження тестування, слухач 

повинен правильно відповісти на 60 % запитань (12 

правильних відповідей). Зараховане тестування 

позначається як виконав, незараховане – не 

виконав. 

6. Загальний обсяг 

навчального 

навантаження 

кількість астрономічних годин/академічних годин - 

8/11 год. 

 


